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Abstract
The main goal is to develop a security architecture for HARIG Enterprises, an online book retailer. The architecture that we will describe specifies filtering routers, firewalls, VPNs to partners, secure remote access and internal firewalls. 
We will consider and define access for: Customers (the companies that purchase bulk online books); Suppliers (the authors of books that connect to supply books) and partners (the international partners that translate and resell books). 

























